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Introduction

- Cloud services have significantly expanded in current society, transforming the way individuals and organizations store, access, and manage their data and applications.
- Huge amount of information disclosure that alters users’ personal information management.
- Organizations and individuals should carefully evaluate their specific requirements and consider the appropriate privacy measures and service-level agreements when adopting cloud services.
- The notion of social identity has been indicated as an important factor that influences individuals' privacy preferences and concerns.
- Cloud services provide individuals with opportunities to express and project their social identities to others through profiles, content sharing, and interactions.
- Different social groups may have varying attitudes towards self-presentation and self-disclosure practices.
- The variety of attitudes within cloud services concerns privacy as well, such as prioritizing the protection of personal information or embracing a more open approach.
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Introduction

- **Group norms** and the values associated with them can **shape members’ privacy preferences** and may influence individuals' privacy management practices and decisions.

- Privacy management, in this context, involves considering what information to disclose and how it aligns with individuals’ social identity and desired impression.

- Towards this, **self-adaptive privacy measures and techniques** have been indicated as an effective approach. **Self-adaptive privacy in cloud computing refers to the ability of cloud systems to dynamically adjust privacy measures based on specific requirements and preferences of individual users or organizations.**

- Privacy management is changing based on users’ social groups, several social factors and attributes, influencing the design, implementation, and acceptance of self-adaptive privacy mechanisms and practices.

- Previous research indicates these factors are usually hard to be identified or are neglected during systems’ design.
Research Questions and Methodology

This paper examines critical issues about users' social groups within cloud services related to their self-presentation and self-disclosure practices.

- research population included the students of three Universities in Greece, England, and Spain: the University of the Aegean, the University of Bournemouth, and the University of Malaga.

- An online structured questionnaire was developed.

- The researchers opted for the Hellenic Statistical Authority’s categorizations when determining the values for measuring users’ socio-demographics.

- Participants were asked to identify the groups to which they belong within cloud services.

- Validated metrics from previous studies on self-presentation and information disclosure were incorporated.

$q$: Is belonging in a social group affecting users’ self-presentation and self-disclosure practices?
The collected data was processed using SPSS28

280 valid responses

The survey involved more women than men

Despite the distribution of ages, the majority was in the age group of 18–32.

Regarding family structure, the nuclear form dominates

Most of the participants held a Master’s diploma, and 92% of the respondents have professional experience of at least 1-5 years.

The majority declared a relatively low monthly income, ranging from 301 to 800€.
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Results

- The majority of associations were positive with the exception of participating in specific types of groups (mainly trade-union, professional, technological interest, scientific, voluntary, cultural, environmental) and for specific social media, mostly Instagram and less Messenger.

- Although the negative associations refer to nine (9) different practices, more negative associations were revealed for practices including photos sharing and for practices referring to hobbies and daily activities information.

- Those participating in companionship groups use more self-disclosure practices compared to others participating in other type of groups. Results also revealed that the self-presentation practices more used (or avoided) by people according to the type of group they belong, and the media context, were that of sharing information about hobbies (12 associations, 3 of them negative) and photos sharing of oneself (9 associations, 3 of them negative).
Discussion and Future Directions

- **Social belonging** in a group affects users’ self-disclosure practices and respectively influences their privacy preferences.
- Users who share a similar social identity based on companionship, feel more comfortable disclosing personal information and photos within cloud services and particularly within social media.
- Other users emphasizing mostly the professional based ones, and downplaying the others, declared to be mindful of their social identity presentation, considering the potential consequences and impacts on their privacy, well-being, and relationships.
Discussion and Future Directions

- Since Self-adaptive privacy in cloud services seeks to strike a balance between data utility and privacy protection, by tailoring privacy measures to users’ needs and dynamically adapting to changing circumstances.
- Users’ empowerment can be enhanced when self-adaptive privacy schemes from the beginning of the design take into account groups preferences.
- Incorporating the understanding of social groups' self-disclosure practices into the concept of "privacy by design" methodologies, such as the extended PriS framework for cloud computing services that should be used for designing self-adaptive privacy schemes, can help ensure that privacy considerations are embedded in the development process of cloud services.
- Therefore, users will be provided with control and agency over their information and with respect to their individual privacy preferences, reducing the risk of unintentional oversharing or undersharing.
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