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Cyber at Sea: Track purpose

Global supply chains
rely heavily on maritime

transportation (food,
energy, goods)

This special track is
interested in maritime

cyber threats, risks, and
safety

This is cyber-security in
the context of Maritime
systems (information

and operational
technology) IT/OT
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Projection of future challenges

Autonomy
Autonomous ports and autonomous ships/vessels are likely to

be more vulnerable to cyber attack and need to be designed

with security in mind (i.e., secure by design)

Rising Attacks
There are more and more cyber-attacks on critical national

infrastructure, the maritime sector included. As attacks become

more frequent and sophisticated, it is important to be prepared


