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Special track

SECPAT: Patterns for Interaction Security and Privacy

Chair and Coordinator

Mag. Alexander Mirnig, Research Fellow
Center for Human-Computer Interaction, University of Salzburg, Austria
Alexander.Mirnig@sbg.ac.at

along with

PATTERNS 2019, The Eleventh International Conferences on Pervasive Patterns and Applications
May 05, 2019 to May 09, 2019 - Venice, Italy

Designing for security in on-line interactions is vital in today’s ubiquitously connected world, yet it is an additional requirement in a design process and rarely the primary design goal itself. Thus, design for security concerns not just experts but anyone who designs for user interactions in non-closed interaction environments. This means that the application domains for security — and by extension privacy — are as varied as the backgrounds of the individuals designing within them.

SECPAT aims to explore patterns in security and privacy design and engineering as a means to convey security-relevant knowledge within and across their application domains. Due to the vast amount of security-critical application domains, SECPAT invites contributions across application areas and disciplines, with a focus on highlighting design solutions or best practices from said disciplines. These can be dedicated pattern approaches but not necessarily — any contribution focusing on collecting or communicating privacy- and security-relevant design or engineering knowledge is welcome.

The goal of SECPAT is to provide a platform towards usable and practice-oriented knowledge, information, and best practices for design fostering interaction security and privacy. Contributions addressing both high- and low-level issues and concepts are equally welcome, in order to provide an adequate framing for this highly complex domain.

Topics of SECPAT encompass, but are not limited to:

- Security patterns
- Trust and trustworthiness
- Control patterns
- Usable privacy and security
- Malware, attacks, and intrusion
- Cross-disciplinary design for security and privacy

Important Datelines
- Inform the Chair: As soon as you decided to contribute
- Submission: March 10, 2019 March 23, 2019
- Notification: March 30, 2019 April 8, 2019
- Registration: April 8, 2019 - April 14, 2019
- Camera-ready: April 8, 2019 - April 14, 2019

**Contribution Types**
- Regular papers [in the proceedings, digital library]
- Short papers (work in progress) [in the proceedings, digital library]
- Posters: two pages [in the proceedings, digital library]
- Posters: slide only [slide-deck posted on www.iaria.org]
- Presentations: slide only [slide-deck posted on www.iaria.org]
- Demos: two pages [posted on www.iaria.org]

**Paper Format**
- See: [http://www.iaria.org/format.html](http://www.iaria.org/format.html)
- Before submission, please check and comply with the editorial rules: [http://www.iaria.org/editorialrules.html](http://www.iaria.org/editorialrules.html)

**Publications**
- Extended versions of selected papers will be published in IARIA Journals: [http://www.iariajournals.org](http://www.iariajournals.org)
- Print proceedings will be available via Curran Associates, Inc.: [http://www.proceedings.com/9769.html](http://www.proceedings.com/9769.html)
- Articles will be archived in the free access ThinkMind Digital Library: [http://www.thinkmind.org](http://www.thinkmind.org)

**Paper Submission**
Please select Track Preference as SECPAT

**Registration**
- Each accepted paper needs at least one full registration, before the camera-ready manuscript can be included in the proceedings.
- Registration fees are available at [http://www.iaria.org/registration.html](http://www.iaria.org/registration.html)

**Contact**
Chair: Alexander Mirnig, Alexander.Mirnig@sbg.ac.at
Logistics: steve@iaria.org