I. Overview

The goal of this tutorial is to provide attendees a working knowledge of the threats and vulnerabilities to telecom and networking infrastructure, and how to assess and improve the level of protection afforded these infrastructures. Wireline, wireless, cable and satellite architectures, and their unique vulnerabilities, will be presented and discussed. The role of RAMS (reliability, availability, maintainability, and survivability) in infrastructure protection is covered, and the empirical techniques of assessing and forecasting protection levels are provided. Ample examples of vulnerabilities and real outage data will be used in the presentation examples.

II. List of Tutorial Modules and Content

A. Telecom & Network Infrastructure Risk
   Threats (natural and manmade)
   Vulnerabilities
   Faults Taxonomy
   Service Outages
   Single Points of Failure
   Over-Concentration
   Risk as a $f(\text{Severity}, \text{Likelihood})$
   Protection through fault prevention, tolerance, removal, and forecasting
   Best Practices

B. Telecommunications Infrastructure
   Wireline architecture and vulnerabilities
   Wireless architecture and vulnerabilities
   Cable architecture and vulnerabilities
   Satellite architecture and vulnerabilities
   Triple Play Services and their relationship to infrastructure
C. RAMS: Reliability, Availability, Maintainability and Survivability

Reliability – \( f(MTTF) \)
Maintainability – \( f(MTTR) \)
Availability – \( f(MTTF, MTTR) \)
Survivability -- \( f(MTT, MTTR, Severity) \)

Survivability Metrics and Thresholds
User Perspective – High End-to-End Reliability and Availability
Carrier Perspective – High System Availability and Survivability

D. Protection Level Assessment & Forecasting

Data Collection Requirements
Outage Cause Categorization & Analysis (trigger, direct, and root causes)
Outages as a Point Process
Trend Techniques (Poisson regression, Simulation and Artificial Neural Networks)
Case Studies (PSTN SS7 outages, Telecom loss due to power outages, Wireless infrastructure outages)

Audience
The tutorial will be very useful for those looking to understand telecommunication infrastructure protection techniques, and the role played by service providers, vendors and institutional users. University professors, graduate students, and industry professionals are likely to benefit from this tutorial.

Duration
Half day (4 hours) is proposed, although a full day (7 hours) would allow a more in depth educational experience with class exercises.

Handouts
Everyone attending the tutorial will be provided with copies of slides and a list of relevant publications.
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